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1
Introduction
This paper proposes a solution for FS_enh_EC to study the discovery of IP address of application server deployed in edge hosting environment in case application-layer solutions are not applicable. For simplicity, we modify the solution provided in TR 23.758 to fit the figure below, This figure presents an overview of the 5GS and related control domains that together provide the E2E connectivity service between UE and Application. Basically, all the new external application will be registered into NEF, and the AS will map the requests of UE whenever is needed. 
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Also, in the proposed solution we assume the following preconditions exists

PDU sessions are established between UE and edge application server

Every new external application function shall register to NEF, and NEF shall update UE regarding the new registered external AF

In TR 23.758, the following solution corresponds to this Edge Application Server discovery. The Edge Enabler Server allows the Edge Enabler Client to discover both, the Edge Application Servers running on the Edge Hosting Platform within the Edge Data Network and the Edge Application Servers which can be instantiated on the Edge Hosting Platform within the Edge Data Network. The Edge Enabler Server employs authorization checks and discovery filters and provides requested information to the Edge Enabler Client.

The discovery filters may be used to indicate to the Edge Enabler server what Application Clients might attempt to access the discovered services, what types of access permissions are required by the Application Clients, etc.  The Edge Enabler Server may use this information to filter its response to the Edge Enabler Client in order to avoid, or reduce, situations where Application Client Servers connect to Edge Application Servers before recognizing that the Edge Application Server cannot provide the desired services. The figure below illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for Edge Application Server discovery. 

Pre-conditions:

1.
Trigger conditions for initiating an Edge Application Server discovery request are configured in the Edge Enabler Client.

2.
Information related to the Edge Enabler Server is available with the Edge Enabler Client.
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1.
Certain configured trigger condition, for e.g. establishment of PDU Session or PDN connectivity to the Edge Data Network, connecting to the Edge Enabler Server for the first time, expiry of a periodic timer, entering or exiting a geographic area (i.e. Edge Data Network service area), etc., or a combination of configured trigger conditions met at the Edge Enabler Client.

2.
As a result of Step 1, the Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The discovery request may contain query filters to retrieve information about a particular Edge Application Server or a category of Edge Application Servers, for e.g. gaming applications. Query filters may also indicate the desired level of access permissions (e.g. trial, gold-class, etc.), desired features (e.g. multi-player or single player), and desired location availability. The request may also include the identities of Application Client(s) that may initiate application data traffic with the discovered Edge Application Server(s).  If no query filter is included, it indicates a request to discover all available Edge Applications Server.

3.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e., to all the Edge Application Servers. If the discovery request contained query filters that indicated the desired level of access permissions, features, and/or location availability, then the Edge Enabler Server may also check if the Edge Enabler Server is able to provide access to Edge Application Servers that are able to provide the desired level of access permissions, features, and/or location availability.

4.
If the Edge Enabler client is authorized, the Edge Enabler Server retrieves the information of Edge Application Servers. The information includes a list of FQDN(s) along with a mapping to the IP address(es) of the Edge Application Servers running on the Edge Hosting Platforms in the Edge Data Network. For Edge Application Servers that are available but not instantiated, the Edge Enabler Server includes relevant information. Further, the Edge Enabler Server applies any discovery policies or filters, including the filters received in the Edge Application Server discovery request to the retrieved information, if any. If additional access permissions were specified in the query filters of the discovery request, the Edge Enabler Server may include additional information regarding the discovered Edge Application Servers.  For example, the Edge Enabler Server may indicate the access permissions, the types of features, and the Application Client locations(s) that the Edge Application Servers can support.

5.
The Edge Enabler Server sends the filtered information to the Edge Enabler Client in an Edge Application Server discovery response.

6.
Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the FQDN and/or IP address mapping to resolve the domain name requested by the Application Client for routing the outgoing application data traffic and direct it to the instantiated Edge Application Server(s) in the Edge Data Network, as required. Further, the Edge Enabler Client may provide necessary notifications to the Edge-aware Application Client(s).
2. Change Proposal

It is proposed to include the following key issue in TR 23.748.
* * * * Start of Change * * * *
X.5
Edge Application Server discovery

X.5.1
General
The discovery of the IP address of application server deployed in edge hosting environment in case application-layer solutions are not applicable, then the following procedure to be executed:

Preconditions:

PDU sessions are established between UE and Edge AS
Every new external application function shall register to NEF, and NEF shall update UE regarding the new registered external application function

Step1: UE request to AF

Step2: UE will be authorized by Edge AS for AF  

Step3 Edge AS will check policies of AF
Step4: Edge AS AF will response to UE with mapping indications i.e. FQDN, IP and port of the external MEC, 

Step 5: UE can access to external MEC with mapping indications
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* * * * End of Change * * * *
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